



[image: Click to open the HelpDesk interface]



	
		[image: AECE - Advances in Electrical and Computer Engineering - Logo and Registered Trademark]

		
		

		[image: Stefan cel Mare University of Suceava]
		

	



	[image: AECE - Front page banner]


	
	



	
	
	Menu:


	Home
	Current Issue
	Past Issues
	Early Access
	Search
	Author Guidelines
	Paper Submission
	Submission Status
	Reviewer Login
	About
	Citations
	Editorial Board
	Distribution
	Contact
	Support












	FACTS & FIGURES





JCR Impact Factor: 0.800
JCR 5-Year IF: 1.000
SCOPUS CiteScore: 2.0

Issues per year: 4
Current issue: Feb 2024
Next issue: May 2024
Avg review time: 77 days
Avg accept to publ: 48 days
APC: 300 EUR


















	PUBLISHER




Stefan cel Mare
University of Suceava

Faculty of Electrical Engineering and
Computer Science

13, Universitatii Street
Suceava - 720229
ROMANIA


Print ISSN: 1582-7445

Online ISSN: 1844-7600

WorldCat: 643243560

doi: 10.4316/AECE


















	TRAFFIC STATS










2,517,955


unique visits





1,000,696

 downloads 


 Since November 1, 2009 







Robots online now
PetalBot
bingbot


















	SCOPUS CiteScore


[image: SCOPUS CiteScore]


















	SJR SCImago RANK


[image: SCImago Journal & Country Rank]























	LINKS





AECE on Wikipedia

DAS Conference

DAS on Wikipedia

EMCLab Laboratory


Hard & Soft Contest























	TEXT LINKS





Anycast DNS Hosting













		


		




		










	MOST RECENT ISSUES


	 Volume 24 (2024)


 
     »   Issue 1 / 2024
 
 
	 Volume 23 (2023)


 
     »   Issue 4 / 2023
 
     »   Issue 3 / 2023
 
     »   Issue 2 / 2023
 
     »   Issue 1 / 2023
 
 
	 Volume 22 (2022)


 
     »   Issue 4 / 2022
 
     »   Issue 3 / 2022
 
     »   Issue 2 / 2022
 
     »   Issue 1 / 2022
 
 
	 Volume 21 (2021)


 
     »   Issue 4 / 2021
 
     »   Issue 3 / 2021
 
     »   Issue 2 / 2021
 
     »   Issue 1 / 2021
 
 


	  View all issues  














	







	FEATURED ARTICLE





Application of the Voltage Control Technique and MPPT of Stand-alone PV System with Storage, HIVZIEFENDIC, J., VUIC, L., LALE, S., SARIC, M.
Issue 1/2022
AbstractPlus





















	SAMPLE ARTICLES


A Novel Approach for Knowledge Discovery from AIS Data: An Application for Transit Marine Traffic in the Sea of Marmara, DOGAN, Y., KART, O., KUNDAKCI, B., NAS, S.
Issue 3/2021
AbstractPlus

A Novel Enhanced Active Power Control Maximum Power Point Tracking Algorithm for Photovoltaic Grid Tied Systems, KOTLA, R. W., YARLAGADDA, S. R.
Issue 3/2021
AbstractPlus

Lossy Compression using Adaptive Polynomial Image Encoding, OTHMAN, S., MOHAMED, A., ABOUALI, A., NOSSAIR, Z.
Issue 1/2021
AbstractPlus

Structure-aware Heatmap and Boundary Map Regression Based Robust Face Alignment, HUANG, L., WU, Y.
Issue 2/2023
AbstractPlus

NARA: Network Assisted Routing and Allocation Algorithm for D2D Communication in 5G Cellular Networks, BASTOS, A. V., da SILVA, C. M., da SILVA Junior, D. C.
Issue 4/2021
AbstractPlus

Image Forgery Detection Using Noise and Edge Weighted Local Texture Features, ASGHAR, K., SADDIQUE, M., HUSSAIN, M., BEBIS, G., HABIB, Z.
Issue 1/2022
AbstractPlus



















	TOP ARTICLES


 Most cited in WOS »


 Most cited in SCOPUS »



 Most read articles »








	






	LATEST NEWS






2023-Jun-28[bookmark: 49]

Clarivate Analytics published the InCites Journal Citations Report for 2022. The InCites JCR Impact Factor of Advances in Electrical and Computer Engineering is 0.800 (0.700 without Journal self-cites), and the InCites JCR 5-Year Impact Factor is 1.000.

2023-Jun-05[bookmark: 48]

SCOPUS published the CiteScore for 2022, computed by using an improved methodology, counting the citations received in 2019-2022 and dividing the sum by the number of papers published in the same time frame. The CiteScore of Advances in Electrical and Computer Engineering for 2022 is 2.0. For "General Computer Science" we rank #134/233 and for "Electrical and Electronic Engineering" we rank #478/738.

2022-Jun-28[bookmark: 47]

Clarivate Analytics published the InCites Journal Citations Report for 2021. The InCites JCR Impact Factor of Advances in Electrical and Computer Engineering is 0.825 (0.722 without Journal self-cites), and the InCites JCR 5-Year Impact Factor is 0.752.

2022-Jun-16[bookmark: 46]

SCOPUS published the CiteScore for 2021, computed by using an improved methodology, counting the citations received in 2018-2021 and dividing the sum by the number of papers published in the same time frame. The CiteScore of Advances in Electrical and Computer Engineering for 2021 is 2.5, the same as for 2020 but better than all our previous results.

2021-Jun-30[bookmark: 45]

Clarivate Analytics published the InCites Journal Citations Report for 2020. The InCites JCR Impact Factor of Advances in Electrical and Computer Engineering is 1.221 (1.053 without Journal self-cites), and the InCites JCR 5-Year Impact Factor is 0.961.


	
	

		
		
Read More »

	








	
		






	
	
		


	

	    



	



	
	 
	
	



	
	
	

	
	
	
	  4/2021 - 9	View TOC | « Previous Article | Next Article »



	Quantum Steganography Using Two Hidden Thresholds

TUDORACHE, A.-G. [image: See more information about TUDORACHE, A.-G. on SCOPUS] [image: See more information about TUDORACHE, A.-G. on IEEExplore] [image: See more information about TUDORACHE, A.-G. on Web of Science],  MANTA, V. [image: See more information about  MANTA, V. on SCOPUS] [image: See more information about  MANTA, V. on SCOPUS] [image: See more information about MANTA, V. on Web of Science], CARAIMAN, S. [image: See more information about CARAIMAN, S. on SCOPUS] [image: See more information about CARAIMAN, S. on SCOPUS] [image: See more information about CARAIMAN, S. on Web of Science]

 
	View the paper record and citations in [image: View the paper record and citations in Google Scholar]

	Click to see author's profile in [image: See more information about the author on SCOPUS] SCOPUS, [image: See more information about the author on IEEE Xplore] IEEE Xplore, [image: See more information about the author on Web of Science] Web of Science


	 Download PDF [image: pdficon] (1,636 KB) | Citation | Downloads: 610 | Views: 1,185	


Author keywords
data security, image communication, image processing, image representation, quantum computing


References keywords
quantum(45), process(20), steganography(19), image(15), images(8), zhou(7), novel(7), representation(5), protocol(5), digital(5)
Blue keywords are present in both the references section and the paper title.

About this article
Date of Publication: 2021-11-30
Volume 21, Issue 4, Year 2021, On page(s): 79 - 88
ISSN: 1582-7445, e-ISSN: 1844-7600
Digital Object Identifier: 10.4316/AECE.2021.04009

Web of Science Accession Number: 000725107100009
SCOPUS ID: 85122237281
	Abstract	[image: Quick view]
	Full text preview

This paper describes a novel steganography algorithm that combines quantum computing with the least significant bit technique (LSB). Using the quantum properties, along with the Python programming language and the Qiskit framework for the circuit simulation, a sub-image can be hidden inside a usual image. For a gray image, this article presents how the LSB of each of the first 16 pixels on the edges can be used to hide two threshold values, that are then used to filter out the image and reveal the secret message. The speedup, compared to the classical version, is possible due to the quantum representation of an image (NEQR is used in this paper) and the efficiency of the novel multi-bit quantum comparators.






	
References
	
|
	

Cited By  «-- Click to see who has cited this paper




	[1] F. Yan, A. M. Iliyasu, S. E. Venegas-Andraca, "A survey of quantum image representations," Quantum Inf Process, vol. 15, no. 1, pp. 1-35, Jan. 2016. 
[CrossRef]
 [Web of Science Times Cited 177]

[2] P. Q. Le, F. Dong, K. Hirota, "A flexible representation of quantum images for polynomial preparation, image compression, and processing operations," Quantum Inf Process, vol. 10, no. 1, pp. 63-84, Feb. 2011. 
[CrossRef]
 [Web of Science Times Cited 461]

[3] Y. Zhang, K. Lu, Y. Gao, M. Wang, "NEQR: a novel enhanced quantum representation of digital images," Quantum Inf Process, vol. 12, no. 8, pp. 2833-2860, Aug. 2013. 
[CrossRef]
 [Web of Science Times Cited 423]

[4] J. Sang, S. Wang, Q. Li, "A novel quantum representation of color digital images," Quantum Inf Process, vol. 16, no. 2, p. 42, Feb. 2017. 
[CrossRef]
 [Web of Science Times Cited 116]

[5] L. Wang, Q. Ran, J. Ma, S. Yu, L. Tan, "QRCI: A new quantum representation model of color digital images," Optics Communications, vol. 438, pp. 147-158, May 2019. 
[CrossRef]
 [Web of Science Times Cited 36]

[6] W. Hu, R.-G. Zhou, J. Luo, B. Liu, "LSBs-based quantum color images watermarking algorithm in edge region," Quantum Inf Process, vol. 18, no. 1, p. 16, Jan. 2019. 
[CrossRef]
 [Web of Science Times Cited 30]

[7] R.-G. Zhou, W. Hu, P. Fan, "Quantum watermarking scheme through Arnold scrambling and LSB steganography," Quantum Inf Process, vol. 16, no. 9, p. 212, Sep. 2017. 
[CrossRef]
 [Web of Science Times Cited 68]

[8] R.-G. Zhou, J. Luo, X. Liu, C. Zhu, L. Wei, X. Zhang, "A Novel Quantum Image Steganography Scheme Based on LSB," Int J Theor Phys, vol. 57, no. 6, pp. 1848-1863, Jun. 2018. 
[CrossRef]
 [Web of Science Times Cited 36]

[9] W.-W. Hu, R.-G. Zhou, X.-A. Liu, J. Luo, G.-F. Luo, "Quantum image steganography algorithm based on modified exploiting modification direction embedding," Quantum Inf Process, vol. 19, no. 5, p. 137, May 2020. 
[CrossRef]
 [Web of Science Times Cited 18]

[10] Z. Qu, H. Sun, M. Zheng, "An efficient quantum image steganography protocol based on improved EMD algorithm," Quantum Inf Process, vol. 20, no. 2, p. 53, Feb. 2021. 
[CrossRef]
 [Web of Science Times Cited 43]

[11] G. Luo, R.-G. Zhou, W. Hu, "Efficient quantum steganography scheme using inverted pattern approach," Quantum Inf Process, vol. 18, no. 7, p. 222, Jul. 2019. 
[CrossRef]
 [Web of Science Times Cited 14]

[12] J. Luo, R.-G. Zhou, W.-W. Hu, G.-F. Luo, G. Liu, "Detection of steganography in quantum grayscale images," Quantum Inf Process, vol. 19, no. 5, p. 149, May 2020. 
[CrossRef]
 [Web of Science Times Cited 7]

[13] Z. Qu, Y. Huang, M. Zheng, "A novel coherence-based quantum steganalysis protocol," Quantum Inf Process, vol. 19, no. 10, p. 362, Oct. 2020. 
[CrossRef]
 [Web of Science Times Cited 22]

[14] E. Sahin, I. Yilmaz, "A novel quantum steganography algorithm based on LSBq for multi-wavelength quantum images," Quantum Inf Process, vol. 17, no. 11, p. 319, Nov. 2018. 
[CrossRef]
 [Web of Science Times Cited 15]

[15] Y. Tian, J. Li, X.-B. Chen, C.-Q. Ye, H.-J. Li, "An efficient semi-quantum secret sharing protocol of specific bits," Quantum Inf Process, vol. 20, no. 6, p. 217, Jun. 2021. 
[CrossRef]
 [Web of Science Times Cited 23]

[16] C. Navas-Merlo, J. C. Garcia-Escartin, "Detector blinding attacks on counterfactual quantum key distribution," Quantum Inf Process, vol. 20, no. 6, p. 196, Jun. 2021. 
[CrossRef]
 [Web of Science Times Cited 5]

[17] J. Yang, Z. Li, J. Wu, H. Zhu, "One-round semi-quantum-honest key agreement scheme in MSTSA structure without entanglement," Quantum Inf Process, vol. 20, no. 5, p. 188, May 2021. 
[CrossRef]
 [Web of Science Times Cited 1]

[18] R.-G. Zhou, X. Zhang, F. Li, "Three-party semi-quantum protocol for deterministic secure quantum dialogue based on GHZ states," Quantum Inf Process, vol. 20, no. 4, p. 153, Apr. 2021. 
[CrossRef]
 [Web of Science Times Cited 10]

[19] C.-Y. Zhang, Z.-J. Zheng, "Entanglement-based quantum key distribution with untrusted third party," Quantum Inf Process, vol. 20, no. 4, p. 146, Apr. 2021. 
[CrossRef]
 [Web of Science Times Cited 14]

[20] X. Gou, R. Shi, W. Gao, M. Wu, "A novel quantum E-payment protocol based on blockchain," Quantum Inf Process, vol. 20, no. 5, p. 192, May 2021. 
[CrossRef]
 [Web of Science Times Cited 4]

[21] D. Kahn, "The history of steganography," in Information Hiding, vol. 1174, R. Anderson, Ed. Berlin, Heidelberg: Springer Berlin Heidelberg, 1996, pp. 1-5. 
[CrossRef]


[22] P. R and I. R.J, "An overview of digital image steganography," IJCSES, vol. 4, no. 1, pp. 23-31, Feb. 2013. 
[CrossRef]


[23] B. A. Usha, H. S. Anupama, K. N. Sangeetha, I. Gonnagar, "Image steganography using hybrid soft computing techniques-A survey," in 2021 Third International Conference on Intelligent Communication Technologies and Virtual Mobile Networks (ICICV), Tirunelveli, India, Feb. 2021, pp. 1081-1085. 
[CrossRef]


[24] M. Dahiya, R. Kumar, "A Literature Survey on various Image Encryption & Steganography Techniques," in 2018 First International Conference on Secure Cyber Computing and Communication (ICSCCC), Jalandhar, India, Dec. 2018, pp. 310-314. 
[CrossRef]


[25] T. Jitha Raj, E. T. Sivadasan, "A survey paper on various reversible data hiding techniques in encrypted images," in 2015 IEEE International Advance Computing Conference (IACC), Banglore, India, Jun. 2015, pp. 1139-1143. 
[CrossRef]


[26] E. Zielinska, W. Mazurczyk, K. Szczypiorski, "Trends in steganography," Commun. ACM, vol. 57, no. 3, pp. 86-95, Mar. 2014. 
[CrossRef]
 [Web of Science Times Cited 153]

[27] R. J. Anderson, F. A. P. Petitcolas, "On the limits of steganography," IEEE J. Select. Areas Commun., vol. 16, no. 4, pp. 474-481, May 1998. 
[CrossRef]
 [Web of Science Times Cited 533]

[28] P. Sallee, "Model-based steganography," in Digital Watermarking, vol. 2939, T. Kalker, I. Cox, and Y. M. Ro, Eds. Berlin, Heidelberg: Springer Berlin Heidelberg, 2004, pp. 154-167. 
[CrossRef]


[29] S. Othman, A. Mohamed, A. Abouali, Z. Nossair, "Lossy compression using adaptive polynomial image encoding," Adv. Electr. Comp. Eng., vol. 21, no. 1, pp. 91-98, 2021. 
[CrossRef]
 [Full Text] [Web of Science Times Cited 4]

[30] M. Sharifzadeh, M. Aloraini, D. Schonfeld, "Adaptive batch size image merging steganography and quantized gaussian image steganography," IEEE Trans.Inform.Forensic Secur., vol. 15, pp. 867-879, 2020. 
[CrossRef]
 [Web of Science Times Cited 28]

[31] A. Z. Aos, A. W. Naji, S. A. Hameed, F. Othman, B. B. Zaidan, "Approved undetectable-antivirus steganography for multimedia information in PE-File," in 2009 International Association of Computer Science and Information Technology - Spring Conference, Singapore, Apr. 2009, pp. 437-441. 
[CrossRef]
 [Web of Science Times Cited 15]

[32] A. Sengupta, M. Rathor, "Crypto-based dual-phase hardware steganography for securing IP cores," IEEE Lett. of the Comput. Soc., vol. 2, no. 4, pp. 32-35, Dec. 2019. 
[CrossRef]


[33] K. Tutuncu, B. Demirci, "Adaptive LSB steganography based on chaos theory and random distortion," Adv. Electr. Comp. Eng., vol. 18, no. 3, pp. 15-22, 2018. 
[CrossRef]
 [Full Text] [Web of Science Times Cited 9]

[34] H. Xia, H. Li, H. Zhang, Y. Liang, J. Xin, "Novel multi-bit quantum comparators and their application in image binarization," Quantum Inf Process, vol. 18, no. 7, p. 229, Jul. 2019. 
[CrossRef]
 [Web of Science Times Cited 26]

[35] M. Mastriani, "Quantum image processing: the pros and cons of the techniques for the internal representation of the image. A reply to: A comment on â€˜Quantum image processing?,'" Quantum Inf Process, vol. 19, no. 5, p. 156, May 2020. 
[CrossRef]
 [Web of Science Times Cited 6]



	

References Weight

Web of Science® Citations for all references: 2,297 TCR
SCOPUS® Citations for all references: 0

Web of Science® Average Citations per reference: 64 ACR
SCOPUS® Average Citations per reference: 0

TCR = Total Citations for References / ACR = Average Citations per Reference

We introduced in 2010 - for the first time in scientific publishing, the term "References Weight", as a quantitative indication of the quality ... Read more	


Citations for references updated on 2024-04-08 23:09 in 198 seconds.



Note1: Web of Science® is a registered trademark of Clarivate Analytics.
Note2: SCOPUS® is a registered trademark of Elsevier B.V.
Disclaimer: All queries to the respective databases were made by using the DOI record of every reference (where available). Due to technical problems beyond our control, the information is not always accurate. Please use the CrossRef link to visit the respective publisher site.


	
	
	
	
	
	
	
	
	















Copyright ©2001-2024

Faculty of Electrical Engineering and Computer Science

Stefan cel Mare University of Suceava, Romania 





All rights reserved: Advances in Electrical and Computer Engineering is a registered trademark of the Stefan cel Mare University of Suceava. 
 No part of this publication may be reproduced, stored in a retrieval system, photocopied,
 recorded or archived, without the written permission from the Editor. When authors submit their papers for publication,
 they agree that the copyright for their article be transferred to the Faculty of Electrical Engineering and Computer Science,
 Stefan cel Mare University of Suceava, Romania, if and only if the articles are accepted for publication. The copyright covers 
 the exclusive rights to reproduce and distribute the article, including reprints and translations.



Permission for other use: The copyright owner's consent does not extend to copying for general distribution,
 for promotion, for creating new works, or for resale. Specific written permission must be obtained from the Editor for such copying. 
 Direct linking to files hosted on this website is strictly prohibited.



Disclaimer: Whilst every effort is made by the publishers and editorial board to see that no inaccurate or misleading data,
 opinions or statements appear in this journal, they wish to make it clear that all information and opinions formulated in the articles,
 as well as linguistic accuracy, are the sole responsibility of the author.









	


	
		
	



	
	


	


Copyright ©2001-2024 - Faculty of Electrical Engineering and Computer Science - Stefan cel Mare University of Suceava - Romania

Website conception, design and maintenance by Eugen COCA. Content updated on 28 Feb 2024. Site engine updated on 01 Mar 2024.





This page was generated on the server in 

0.004 seconds and loaded in your browser in > seconds.


All static content of this page has been delivered to you from Amazon CloudFront Network.





Cookies are set by this site. To learn more please read our privacy policy page.
























	
Website loading speed and performance optimization powered by: 
	


PageSpeed



	


.ro










[image: DNS Made Easy]











