







	
		

		
		

		
		

	



	


	
	



	
	
	Menu:


	Home
	Current Issue
	Past Issues
	Early Access
	Search
	Author Guidelines
	Paper Submission
	Submission Status
	Reviewer Login
	About
	Citations
	Editorial Board
	Distribution
	Contact
	Support












	FACTS & FIGURES





JCR Impact Factor: 0.800
JCR 5-Year IF: 1.000
SCOPUS CiteScore: 2.0

Issues per year: 4
Current issue: Feb 2024
Next issue: May 2024
Avg review time: 78 days
Avg accept to publ: 48 days
APC: 300 EUR


















	PUBLISHER




Stefan cel Mare
University of Suceava

Faculty of Electrical Engineering and
Computer Science

13, Universitatii Street
Suceava - 720229
ROMANIA


Print ISSN: 1582-7445

Online ISSN: 1844-7600

WorldCat: 643243560

doi: 10.4316/AECE


















	TRAFFIC STATS










2,487,346


unique visits





990,577

 downloads 


 Since November 1, 2009 







Robots online now
PetalBot
Googlebot
bingbot
Sogou


















	SCOPUS CiteScore





















	SJR SCImago RANK


























	LINKS





AECE on Wikipedia

DAS Conference

DAS on Wikipedia

EMCLab Laboratory


Hard & Soft Contest























	TEXT LINKS





Anycast DNS Hosting













		


		




		










	MOST RECENT ISSUES


	 Volume 24 (2024)


 
     »   Issue 1 / 2024
 
 
	 Volume 23 (2023)


 
     »   Issue 4 / 2023
 
     »   Issue 3 / 2023
 
     »   Issue 2 / 2023
 
     »   Issue 1 / 2023
 
 
	 Volume 22 (2022)


 
     »   Issue 4 / 2022
 
     »   Issue 3 / 2022
 
     »   Issue 2 / 2022
 
     »   Issue 1 / 2022
 
 
	 Volume 21 (2021)


 
     »   Issue 4 / 2021
 
     »   Issue 3 / 2021
 
     »   Issue 2 / 2021
 
     »   Issue 1 / 2021
 
 


	  View all issues  














	







	FEATURED ARTICLE





Analysis of the Hybrid PSO-InC MPPT for Different Partial Shading Conditions, LEOPOLDINO, A. L. M., FREITAS, C. M., MONTEIRO, L. F. C.
Issue 2/2022
AbstractPlus





















	SAMPLE ARTICLES


An Improved DTC Based Five-phase Induction Motor Drive with Minimum Torque Ripple and Constant Switching Frequency, GAURI, A., VINOD, B. R., SREENI, K. G., SHINY, G.
Issue 1/2024
AbstractPlus

Intelligent Charging Control of Power Aggregator for Electric Vehicles Using Optimal Control, ALKAWAZ, A. N., KANESAN, J., MOHD KHAIRUDDIN, A. S., CHOW, C. O., SINGH, M.
Issue 4/2021
AbstractPlus

Exploring FPGA Logic Block Architecture for Reduced Configuration Memory, HUSSAIN , F., IQBAL, M. M., PARVEZ, H., RASHID, M.
Issue 3/2022
AbstractPlus

Design and Analysis of a Novel Sidewalk Following Visual Controller for an Autonomous Wheelchair, UGUR, E., KARA, T., ABDULHAFEZ, A., OSMAN, I. H.
Issue 1/2024
AbstractPlus

ROSMutation: Mutation Based Automated Testing for ROS Compatible Robotic Software, YAYAN, U.
Issue 3/2023
AbstractPlus

Different Concepts of Grid-Connected Microgrids with a PV System, Battery Energy Storage, Feed-in Tariff, and Load Management Using Fuzzy Logic, ZEC, L., MIKULOVIC, J.
Issue 3/2022
AbstractPlus



















	TOP ARTICLES


 Most cited in WOS »


 Most cited in SCOPUS »



 Most read articles »








	






	LATEST NEWS






2023-Jun-28

Clarivate Analytics published the InCites Journal Citations Report for 2022. The InCites JCR Impact Factor of Advances in Electrical and Computer Engineering is 0.800 (0.700 without Journal self-cites), and the InCites JCR 5-Year Impact Factor is 1.000.

2023-Jun-05

SCOPUS published the CiteScore for 2022, computed by using an improved methodology, counting the citations received in 2019-2022 and dividing the sum by the number of papers published in the same time frame. The CiteScore of Advances in Electrical and Computer Engineering for 2022 is 2.0. For "General Computer Science" we rank #134/233 and for "Electrical and Electronic Engineering" we rank #478/738.

2022-Jun-28

Clarivate Analytics published the InCites Journal Citations Report for 2021. The InCites JCR Impact Factor of Advances in Electrical and Computer Engineering is 0.825 (0.722 without Journal self-cites), and the InCites JCR 5-Year Impact Factor is 0.752.

2022-Jun-16

SCOPUS published the CiteScore for 2021, computed by using an improved methodology, counting the citations received in 2018-2021 and dividing the sum by the number of papers published in the same time frame. The CiteScore of Advances in Electrical and Computer Engineering for 2021 is 2.5, the same as for 2020 but better than all our previous results.

2021-Jun-30

Clarivate Analytics published the InCites Journal Citations Report for 2020. The InCites JCR Impact Factor of Advances in Electrical and Computer Engineering is 1.221 (1.053 without Journal self-cites), and the InCites JCR 5-Year Impact Factor is 0.961.


	
	

		
		
Read More »

	








	
		






	
	
		


	

	    



	



	
	 
	
	



	
	
	

	
	
	
	  3/2019 - 12	View TOC | « Previous Article | Next Article »



	 HIGH-IMPACT PAPER 


	Spatial Video Forgery Detection and Localization using Texture Analysis of Consecutive Frames

SADDIQUE, M.   ,  ASGHAR, K.   ,  BAJWA, U. I.   ,  HUSSAIN, M.   , HABIB, Z.   

 
	View the paper record and citations in 

	Click to see author's profile in  SCOPUS,  IEEE Xplore,  Web of Science


	 Download PDF  (1,374 KB) | Citation | Downloads: 1,336 | Views: 3,041	


Author keywords
forensics, image classification, machine learning, multimedia systems


References keywords
detection(25), video(23), image(17), forgery(16), processing(15), multimedia(10), digital(10), signal(9), object(8), pattern(7)
Blue keywords are present in both the references section and the paper title.

About this article
Date of Publication: 2019-08-31
Volume 19, Issue 3, Year 2019, On page(s): 97 - 108
ISSN: 1582-7445, e-ISSN: 1844-7600
Digital Object Identifier: 10.4316/AECE.2019.03012

Web of Science Accession Number: 000486574100012
SCOPUS ID: 85072162917
	Abstract	
	Full text preview

Now-a-days, videos can be easily recorded and forged with user-friendly editing tools. These videos can be shared on social networks to make false propaganda. During the process of spatial forgery, the texture and micro-patterns of the frames become inconsistent, which can be observed in the difference of two consecutive frames. Based on this observation, a method has been proposed for detection of forged video segments and localization of forged frames. Employing the Chrominance value of Consecutive frame Difference (CCD) and Discriminative Robust Local Binary Pattern (DRLBP), a new descriptor is introduced to model the inconsistency embedded in the frames due to forgery. Support Vector Machine (SVM) is used to detect whether the pair of consecutive frames is forged. If at least one pair of consecutive frames is detected as forged, the video segment is predicted as forged and the forged frames are localized. Intensive experiments are performed to validate the performance of the method on a combined dataset of videos, which were tampered by copy-move and splicing methods. The detection accuracy on large dataset is 96.68 percent and video accuracy is 98.32 percent. The comparison shows that it outperforms the state-of-the-art methods, even through cross dataset validation.
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